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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc138309111]5.6.7	Application Function influence on traffic routing
[bookmark: _Toc20149772][bookmark: _Toc27846564][bookmark: _Toc36187689][bookmark: _Toc45183593][bookmark: _Toc47342435][bookmark: _Toc51769135][bookmark: _Toc138309112]5.6.7.1	General
The content of this clause applies to non-roaming and to LBO deployments i.e. to cases where the involved entities (AF, PCF, SMF, UPF) belong to the Serving PLMN or AF belongs to a third party with which the Serving PLMN has an SLA agreement.
AF influence on traffic routing may apply in the case of Home Routed deployments with Session Breakout (HR SBO) as defined in TS 23.548 [130]. In that case when an AF belonging to the V-PLMN (or with an offloading SLA with the V PLMN) desires to provide Traffic Influence policies it may invoke at the V-NEF the API defined in this clause and provide the information listed in Table 5.6.7-1 below but the corresponding Traffic Influence information is provided directly from V-NEF to V-SMF bypassing the PCF. This is further defined in TS 23.548 [130] clause 6.7.2. and the rest of the clause 5.6.7.1 does not address how information related with AF influence on traffic routing may be provided to the SMF in the case of HR SBO.
PCF shall not apply AF requests to influence traffic routing to PDU Sessions established in Home Routed mode.
The AF may determine the common EAS/DNAI for the UE set in order to indicate a common EAS or common local part of DN, and provide the common EAS/DNAI to the 5GS.
An AF may send requests to influence SMF routeing decisions for traffic of PDU Session. The AF requests may influence UPF (re)selection and (I-)SMF (re)selection and allow routeing user traffic to a local access to a Data Network (identified by a DNAI).
The AF may issue requests on behalf of applications not owned by the PLMN serving the UE.
If the operator does not allow an AF to access the network directly, the AF shall use the NEF to interact with the 5GC, as described in clause 6.2.10.
The AF may be in charge of the (re)selection or relocation of the applications within the local part of the DN (as defined in TS 23.548 [130]). Such functionality is not defined. For this purpose, the AF may request to get notified about events related with PDU Sessions.
In the case of AF instance change, the AF may send request of AF relocation information.
The AF requests are sent to the PCF via N5 (in the case of requests targeting specific on-going PDU Sessions of individual UE(s), for an AF allowed to interact directly with the 5GC NFs) or via the NEF. The AF requests that target existing or future PDU Sessions of multiple UE(s) or of any UE are sent via the NEF and may target multiple PCF(s), as described in clause 6.3.7.2. The PCF(s) transform(s) the AF requests into policies that apply to PDU Sessions. When the AF has subscribed to UP path management event notifications from SMF(s) (including notifications on how to reach a GPSI over N6), such notifications are sent either directly to the AF or via an NEF (without involving the PCF). For AF interacting with PCF directly or via NEF, the AF requests may contain the information as described in the Table 5.6.7-1:
Table 5.6.7-1: Information element contained in AF request
	Information Name
	Applicable for PCF or NEF (NOTE 1)
	Applicable for NEF only
	Category

	Traffic Description
	Defines the target traffic to be influenced, represented by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information. 
	The target traffic can be represented by AF-Service-Identifier, instead of combination of DNN and optionally S-NSSAI. 
	Mandatory

	Potential Locations of Applications
	Indicates potential locations of applications, represented by a list of DNAI(s).
	The potential locations of applications can be represented by AF-Service-Identifier.
	Conditional
(NOTE 2)

	Target UE Identifier(s)
	Indicates the UE(s) that the request is targeting, i.e. one or a list of individual UE(s), a group of UE represented by Internal Group Identifier(s) (NOTE 3), or any UE accessing the combination of DNN, S-NSSAI and DNAI(s).
	GPSI can be applied to identify the individual UE, or External Group Identifier(s) can be applied to identify a group of UE (NOTE 3). External Subscriber Category(s) (NOTE 5).
	Mandatory

	Spatial Validity Condition
	Indicates that the request applies only to the traffic of UE(s) located in the specified location, represented by areas of validity.
	The specified location can be represented by geographical area.
	Optional

	AF transaction identifier
	The AF transaction identifier refers to the AF request.
	N/A
	Mandatory

	N6 Traffic Routing requirements
	Routing profile ID and/or N6 traffic routing information corresponding to each DNAI and an optional indication of traffic correlation (NOTE 4).
	N/A
	Optional
(NOTE 2)

	Application Relocation Possibility
	Indicates whether an application can be relocated once a location of the application is selected by the 5GC.
	N/A
	Optional

	UE IP address preservation indication
	Indicates UE IP address should be preserved.
	N/A
	Optional

	Temporal Validity Condition
	Time interval(s) or duration(s).
	N/A
	Optional

	Information on AF subscription to corresponding SMF events
	Indicates whether the AF subscribes to change of UP path of the PDU Session and the parameters of this subscription.
	N/A
	Optional

	Information for EAS IP Replacement in 5GC
	Indicates the Source EAS identifier and Target EAS identifier, (i.e. IP addresses and port numbers of the source and target EAS).
	N/A
	Optional

	User Plane Latency Requirement
	Indicates the user plane latency requirements
	N/A
	Optional

	Information on AF change
	N/A
	Indicates the AF instance relocation and relocation information.
	Optional

	Indication for EAS Relocation
	Indicates the EAS relocation of the application(s)
	N/A
	Optional

	Indication for Simultaneous Connectivity over the source and target PSA at Edge Relocation
	Indicates that simultaneous connectivity over the source and target PSA should be maintained at edge relocation and provides guidance to determine when the connectivity over the source PSA can be removed.
	N/A
	Optional

	EAS Correlation indication
	Indicates selecting a common EAS for the application identified by the Traffic Description for the set of UEs.
	
	Optional

	Common EAS IP address
	the common EAS for the application identified by the Traffic Description for a set of UEs the AF request aims at.
	
	Optional

	Traffic Correlation ID
	Identification of a set of UEs targeted at by the AF request, and accessing the application identified by the Traffic Description.
	
	Optional

	FQDN(s)
	FQDN(s) used for influencing EASDF-based DNS query procedure as defined in TS 23.548 [130] (NOTE 6).
	
	Optional

	NOTE 1:	When the AF request targets existing or future PDU Sessions of multiple UE(s) or of any UE and is sent via the NEF, as described in clause 6.3.7.2, the information is stored in the UDR by the NEF and notified to the PCF by the UDR.
NOTE 2:	The potential locations of applications and N6 traffic routing requirements may be absent only if the request is for subscription to notifications about UP path management events only or request is for indication of seleting Common EAS for a set of UEs.
NOTE 3:	Internal Group ID can only be used by an AF controlled by the operator and only towards PCF. If a list of Internal/External Group IDs is provided by the AF, the AF request applies to the UEs that belong to every one of these groups, i.e. a single UE needs to be a member of every group in the list of Internal/External Group IDs.
NOTE 4:	The indication of traffic correlation can be used for 5G VN groups as described in clause 5.29.
NOTE 5:	External Subscriber category(s) can be combined with External Group ID(s) or any UE. If a list of External Subscriber categories are provided by the AF, the AF request applies to the UEs that belong to every one of these Subscriber categories, i.e. the UE  has all these Subscriber categories in its subscription data.
NOTE 6:	FQDN(s) is used for influencing EASDF-based DNS query procedure as defined in clause 6.2.3.2.2 of TS 23.548 [130].
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